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ABSTRACT
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ISSN 1456-5390; 65)
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Finnish summary
Diss.

Nowadays, the pricing of the Internet is typically based on a flat rate and the
users can use the network’s resources as much as their connection allows. This
leads to congestion of the network: for example, no guarantee can be given for
example for real time applications to have the network’s resources they need.
Pricing that is related to the resource allocation of the network can be used to ef-
ficiently control the network’s resources and combat congestion. In today’s net-
works the mobile devices must also be taken into consideration, complicating the
scheme of providing adequate Quality of Service (QoS) to all customers. Espe-
cially, the movement of mobile devices from one networks attachment point to
another causes unwanted delays that should be minimized. In this thesis pricing
and packet scheduling is combined to maximize the operator’s revenue and to
guarantee appropriate service for different service classes. Also a new method
for minimizing the handover delay in Mobile IPv6 handover situation is pro-
posed. The method uses pricing and service classes to determine the connections
that are privileged to make use of the proposed fast handover method.

Keywords: Pricing, revenue optimization, delay minimization, bandwidth allo-
cation, Quality of Service (QoS), fast handover, Mobile IPv6.
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1 INTRODUCTION

The future of the Internet is endangered by the fact that there are no proper mod-
els of pricing that can also be used to control the use of the network’s resources.
Nowadays, pricing is typically based on a flat rate and the excess load of con-
gested periods is billed by the usage. These kinds of coarse pricing schemes do
not fully respond to the quickly changing user demands. Also, the users have
only little motivation to use emerging differentiated classes of service. The dis-
tributed nature of the Internet provides a great challenge for researchers to de-
velop a pricing mechanism that guarantees user and operator satisfaction by al-
locating the network’s resources fairly.

Today the trend is towards connections being wireless and users moving
around with their mobile devices. For delay critical applications mobility is a
great issue. Specially the movement of mobile devices from one networks at-
tachment point to another causes unwanted delays that should be minimized. In
the third generation (3G) systems and beyond, Internet Protocol (IP) technology
will play a key role in providing seamless services to users at all times and in all
places. In future, IP version 6 (IPv6) will replace version 4 (IPv4) because of its
better support for mobility.

In wireless networks users move and mobility must be supported. If the
customers are paying for their service that depends on some QoS parameters,
then this QoS should be maintained also in handover situations.

In this thesis several pricing and packet scheduling schemes are presented
and a new fast handover method for Mobile IPv6 suggested. Also It is proposed
that handover decisions in Mobile IPv6 should be prioritized according to service
class, so that in situations where all handovers cannot be handled customers of
higher service classes get the service.
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1.1 Structure of this Thesis

This thesis concentrates on combining pricing, resource allocation and revenue
optimization while providing adequate Quality of Service in future wired and
wireless networks.

Different approaches to pricing of network services is reviewed in the first
section of Chapter 2. The next three sections in Chapter 2 present the most com-
mon priority and frame-based scheduling methods, which do not consider pric-
ing, for efficient scheduling of packets. In the last section of Chapter 2 a review
of the research of publications PI-PIX is presented. In these publications, where
pricing and packet scheduling has been combined to provide service according to
customers service class and at the same time maximizing the service provider’s
revenue.

In Chapter 3 handover delay in future Mobile IPv6 networks is addressed.
First the handover procedure of Mobile IPv6 is presented and its disadvantages
pointed out. Then two most common proposals for decreasing the handover de-
lay of MIPv6 are briefly presented and a review of numerous other proposals is
given. In the last section a review of the results obtained in publications PX-PXV
is done and the proposed fast handover method with its fast upstream enhance-
ment is presented.

Finally, Chapter 4 summarizes the most important research results and dis-
cusses some ideas for future work.



2 SCHEDULING ALGORITHMS AND PRICING

2.1 Pricing in multiple service class networks

Today, telecommunication networks offer heterogeneous services but the pric-
ing of the services is homogenous. There have been many proposals on how
to price multiple service class networks. Here I review some important pricing
models for multiple service class networks which have been proposed by various
researchers.

Nowadays the commonly used method for pricing is flat pricing, where
users pay a flat fee to gain unlimited access for some fixed period of time. How-
ever, flat pricing is not optimal although it is simple to implement. Flat pricing
leads to users consuming as much bandwidth as possible and thus the network
will get congested. Also, with flat pricing there is no possibility for different pri-
ority applications and the quality of service is just on the level of best effort. To
overcome these problems, several pricing models have been studied. The auc-
tion approach requires users to attach bids to each packet. These packets are
transmitted if the bid is above the market clearing price, which is defined from
the congestion constraints of the network. With static and dynamic priority pric-
ing models, the users have a variety of applications with different priority that
are priced accordingly. The Paris Metro Pricing approach divides the network
into subsections and charges different prices for these although the subsections
themselves have same resources.

The interaction of pricing policies with quality of service in multiple ser-
vice class networks was studied in [8], where it was argued that in order to have
benefit on maximizing network performance with any multiple class service dis-
cipline, some form of pricing, related to the service classes, is required. The au-
thors showed that customers are more satisfied when the pricing combines cost
and network’s performance objectives, than when there is the same pricing for all
services.

An interesting pricing proposal for best-effort traffic is proposed in [43]
where it is argued that congestion of the Internet will need to be controlled with
user-based pricing and where the authors propose a usage-sensitive price to be
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charged when the network is congested. The user is capable of defining, how
much s/he is willing to pay for the delivery of the packet. During the times of
congestion the network will drop packets with low willingness (i.e. price) so that
the congestion situation can be handled. This scheme guarantees priority, but it
is only relative and no actual guarantee can be offered for e.g. delay. An impor-
tant model based on the integrated services approach is formulated in [65]. The
model includes both soft and hard guaranteed services for the network model.

An optimal control model to derive the pricing policy is formulated in [78]
for ATM-integrated-services networks. In the model the demand elasticity for
the service, as well as the required performance objectives and traffic pattern of
each service, determine the optimal price of each service. The developed pricing
schedule is also time-varying as the demand of network services usually changes
during the day. The use of cost functions as a basis for defining scheduling and
dropping algorithms is defined in [61] where different applications are consid-
ered. For packet switched networks these algorithms effectively support traffic
with diverse performance objectives. A different approach is taken in [66] where
the authors critique academic literature for having largely focused on research-
ing optimal pricing policies and propose that research should concentrate more
on structural and architectural issues.

How the user could dynamically control the price in a congestion based
pricing network is discussed in [10]. The authors propose a specific controller
to be installed in user terminals, which can be used to trade quality of service
for price. However, this seems unpractical as these devices should be installed
into each terminal. Priority-based pricing and congestion-based pricing is inte-
grated in [21], where the services are divided into different priority classes. The
price of a packet depends on the priority level of the packet and on the current
network load. Congestion dependent pricing is studied in [59, 58, 57], where an
optimal pricing strategy for maximizing the service provider’s revenue or social
welfare is determined. The authors found that suitably chosen static (congestion-
independent) pricing can come very close to optimality, so that time-of-day pric-
ing policies might be sufficient in most cases.

In [36, 37] the problem of sharing the available bandwidth between users
sending bursty traffic is considered. The pricing is based on the effective band-
width which is a function of the traffic profile of a source. The price increases
with flow rate or with the share of the network consumed by a traffic stream. An-
other scheme for packet-based pricing for providing more efficient flow control
is proposed in [16].

The idea of partitioning the network into several logically separate channels
with no formal guarantee on quality of service is proposed in [54]. The channels
would treat packets equally on a best effort basis and differ only in the prices paid
for using them. Competition between two network service providers is analyzed
in [15]. It is found that the competition leads to a situation where both service
providers offer only one service class. But with more service providers this might
not hold.
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Another approach is a game theoretic pricing mechanism proposed in [68]
that provides QoS differentiation in addition to congestion control and statisti-
cally guarantees service in packet switched networks. In [38] the optimal pricing
problem is formulated as a nonlinear revenue optimization problem. The optimal
prices for multiple services with guaranteed quality of service are solved with an
auction based algorithm. In [44] a static pricing scheme for priority services is
analyzed. It is shown that neither network revenue nor bandwidth allocation is
influenced by the pricing scheme. Instead, minimal packet loss as a QoS parame-
ter can be guaranteed by using pricing.

2.2 Packet scheduling

In the recent years packet scheduling has been extensively studied to attain good
approximation of an ideal scheduler. The ideal packet scheduler would have low
complexity, a bounded (small) delay for every packet and would provide every
flow its fair share of the bandwidth. For fairness there exists several definitions
which are shortly presented. For a more detailed discussion refer to [45].

A definition for proportional fairness is presented in [17]. If W f ,s(t1, t2) is the
amount of data of flow f sent during time period [t1, t2] by scheduler s and φ f
the rate of flow f , then an allocation is fair if, for all intervals [t1, t2] in which both
flows f and m are backlogged

W f ,s(t1, t2)
φ f

− Wm,s(t1, t2)
φm

= 0. (1)

This assumes that flows can be served in infinitesimally divisible units, so it is
an idealized definition of fairness. In [17] it is shown that if a packet scheduling
algorithm guarantees that

∣∣∣∣∣
W f ,s(t1, t2)

φ f
− Wm,s(t1, t2)

φm

∣∣∣∣∣ ≤ H( f , m) (2)

for all intervals [t1, t2], then

H( f , m) ≥ 1
2

(
lmax

f

φ f
− lmax

m
φm

)
, (3)

where H( f , m) is a function of the properties of flows f and m. The maximum
lengths of packets of flows f and m are lmax

f and lmax
m , respectively. The function

H( f , m) is referred to as fairness measure.
A definition for worst-case fairness is defined in [2]. A scheduler s is worst-

case fair to flow f if and only if the delay of a packet arriving at time t is bounded
by

Q f ,s(t)
φ f

+ C f ,s, (4)
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where Q f ,s(t) is the queue size of flow f at time t, φ f is the guaranteed rate of
flow f , and C f ,s is a constant that is independent of the other flows’ queues. A
scheduler is said to be worst-case fair if it is worst-case fair to all flows in the
system. In the case a scheduler s is worst-case fair, the fairness of the scheduler is
measured by the normalized worst-case fair index

cs = max
f

(
φ f C f ,s

C

)
, (5)

where C is the total link bandwidth. Next, various scheduling algorithms pre-
sented in the academic literature are roughly categorized.

Scheduling algorithms can be basically classified into two categories: sorted
priority (or time stamp) and frame-based, depending on the need for sorting the
packets in the scheduler. The schedulers which are based on packet sorting (i.e.
sorted priority), need to maintain a “virtual time” that is used to calculate the or-
der of the packets. These kinds of schedulers include e.g. Weighted Fair Queue-
ing (WFQ) [12, 56], Virtual Clock [81], Fair Queueing based on Start-time (FQS)
[20], Self-clocked Fair Queueing (SCFQ) [17], Worst-case Fair Weighted Queue-
ing (WF2Q) [2], Start-time Fair Queueing (SFQ) [19], Frame-Based Fair Queueing
(FFQ), and Starting Potential-based Fair Queueing (SPFQ) [70]. Generally these
provide good fairness and low latency but due to the complexity in computation
of the parameters used for sorting, they lack efficiency.

In the frame-based category the schedulers handle packets in a round robin
manner (i.e. with low complexity), like Deficit Round Robin (DRR) [67], but they
are not as good in fairness and latency. Several algorithms have been proposed
for improving the latency and fairness in a round robin based schemes. These in-
clude Active List Queue Method (Aliquem) [41], Smoothed Round Robin (SRR)
[22, 23], Pre-order deficit round robin [75], Nested DRR [32], Bin Sort Fair Queue-
ing (BSFQ) [7], Elastic Round Robin (ERR) [34], Stratified Round Robin [63], and
Fair Round Robin (FRR) [79]. Improvement is typically accomplished by evolv-
ing a round-robin scheme like DRR and incorporating some elements of a sorted
priority scheduler.

Sorted priority based approaches have good bounded delay and fairness
properties, but at the cost of relatively high complexity, O(log N), where N is the
number of flows in the system. Due to the logarithmic complexity their imple-
mentation in high speed networks is problematic. On the other hand, Frame
based approaches have an O(1) complexity, but in general do not have good
bounded delay and fairness properties. The rest of this chapter presents different
scheduling algorithms discussing their advantages and disadvantages. First, the
priority based scheduling schemes are discussed in 2.3 and then the frame-based
scheduling schemes are discussed in 2.4.
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2.3 Priority based scheduling schemes

The Generalized Processor Sharing (GPS) [56] service method is an ideal schedu-
ling discipline that fairly allocates a predefined share of service capacity to each
flow in a network. The GPS system assumes that the packets can be divided into
infinitely small pieces and traffic can simultaneously be transmitted through the
outgoing link at different rates by multiple sessions. Many proposals have been
presented that emulate the GPS server as closely as possible in order to achieve a
practically implementable algorithm.

2.3.1 Generalized Processor Sharing (GPS)

A Generalized Processor Sharing (GPS) [56] server is characterized by N positive
real numbers (i.e. weights), φ1, φ2, . . . , φN and it is defined to be work conserving
and operating at a fixed rate C. A server is work conserving when it is busy at all
times when there are packets waiting in the system. Let Si(t1, t2) be the quantity
of session i traffic served at a time interval [t1, t2]. Now, a GPS server is defined
as one for which

Si(t1, t2)
Sj(t1, t2)

≥ φi

φj
, j = 1, . . . , N, (6)

for any session i that is continuously backlogged during the time interval [t1, t2].
By summing over all sessions j

Si(t1, t2)
N

∑
j=1

φj ≥ (t2 − t1)Cφi, (7)

then as a consequence of this definition, it is seen that for every session a mini-
mum service rate can be guaranteed to be

gi =
φi

∑N
j=1 φj

C. (8)

GPS is an idealized server and does not send packets as entities as it as-
sumes the traffic is infinitively divisible so that all the backlogged sessions can be
served simultaneously. In a real packet based system only one packet can acquire
service at one time instant and the whole packet must be served before any other
packet can have service. There have been many proposals on how to emulate an
idealized GPS server in a packet based system (e.g. WFQ, FQS, SCFQ).

2.3.2 Weighted Fair Queueing (WFQ)

The idea of using fair queueing to reduce congestion in packet networks was
first proposed in [51], where Nagle suggests that each source could have its own
queue in the switch and the queues would be serviced in a round-robin manner,
thus providing an equal amount of service to all currently transmitting sources.
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Thus, a source that is sending packets “too quickly”, a so-called ill-behaving
source, cannot increase its share of the bandwidth, it can only increase the length
of its own queue. The drawback in Nagle’s idea is that it does not consider dif-
ferent packet lengths and thus does not guarantee a fair allocation of bandwidth.
This disadvantage in Nagle’s idea was solved with an ideal algorithm, bit-by-bit
round-robin (BR) [12].

Since sending packets in a bit-by-bit round-robin manner is not implemen-
table in practice [12], a suggestion was made to emulate it by a practical packet-
by-packet transmission scheme, Weighted Fair Queueing (also known as Packet
GPS) [56]. The idea here is to simulate a GPS system in parallel with the packet-
based system in order to identify the set of sessions that are backlogged at each
instant. For each arriving packet, a “time stamp” is calculated indicating the time
at which it would leave the system under GPS. Packets are then transmitted in
increasing order of their time stamps.

To calculate this order of departure, WFQ associates a start tag and a finish
tag with every packet of a flow. Specifically, let pj

f and l j
f denote the jth packet of

flow f and its length, respectively. If A(pj
f ) denotes the arrival time of packet pj

f

at the server, then start tag S(pj
f ) and finish tag F(pj

f ) of packet pj
f are defined as

S(pj
f ) = max(v(A(pj

f )), F(pj−1
f )), j ≥ 1, (9)

F(pj
f ) = S(pj

f ) +
l j

f

φ f
, j ≥ 1, (10)

where F(p0
f ) = 0 and the virtual time v(t) is defined as

dv(t)
dt

=
C

∑j∈B(t) φj
. (11)

Here, C is the capacity of the server and B(t) is the set of backlogged flows at time
t in the bit-by-bit round-robin server.

WFQ has bandwidth guarantee

Bmin = C
φi

∑N
j=1 φj

(12)

and a guarantee on the delay bound

ΘWFQ =
bi

Bmin
, (13)

where bi is the number of packets in a burst.
Unfortunately, the implementation of WFQ is not computationally efficient

as it requires that v(t) of (11), which in turn requires simulation of bit-by-bit
round-robin server, must be computed in real time. This needs processing of
O(N) events in a single packet transmission time, where N is the number of flows
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served. The computational complexity is a serious drawback of the algorithm and
many modifications have been proposed to improve WFQ.

Stochastic Fairness Queueing was suggested in [46] to reduce the compu-
tational complexity of WFQ by reducing the number of queues well below the
number of possible flows. The flows are mapped to the queues by hashing. Those
flows that are hashed into the same queue are treated equivalently, but unfairly
with respect to the queues occupied by only one flow. Thus the fairness guaran-
tee is probabilistic and it will be small only if the number of queues is sufficiently
larger than the number of active flows. Although the number of queues can de-
crease from the number of all possible flows to a small multiple of the number of
active flows, it is still unacceptably large for obtaining fair service.

2.3.3 Virtual Clock (VC)

One of the earliest methods proposed to isolate network flows is the Virtual Clock
(VC) method [80], where each flow has an independent clock associated with it
(i.e., each flow might run at different rates). When a packet of flow f arrives it
is stamped by an algorithm that is independent of the arrivals of any other flow.
The stamped packets are placed in a single queue shared by all the flows, and are
served in order of stamped value.

If pj
f is the jth packet of flow f , then its virtual time stamp is assigned as

vVC
ts (pj

f ) = max(A(pj
f ), vVC

ts (pj−1
f )) +

l j
f

φ f
, for j > 0, (14)

where A(pj
f ) is the arrival time of packet pj

f and l j
f is the length of pj

f . The virtual

time stamp vVC
ts (p0

f ) is set to zero.
If the sum of the rate of all flows that are sharing a single link does not

exceed the link capacity, then the departure time L(pj
f ) of packet pj

f is bounded
by

L(pj
f ) ≤ vVC

ts (pj
f ) +

lmax
f

C
, (15)

where lmax
f is the length of the largest packet of flow f and C is the data rate of

the output link.
The Virtual Clock scheduling algorithm provides a delay guarantee to flows

(which is the same as for WFQ), but there is a price to be paid in terms of fairness.
Packets from a flow that has been idle for some time will be assigned smaller
virtual time stamp values and thus receive a larger than reserved share of service.

The fairness problem in VC is solved by the Leap Forward Virtual Clock
(LFVC) [72] method, where the oversubscribed flows are temporarily moved to
a holding area with low priority (i.e. they get no service). A flow f is defined
as oversubscribed when the difference between the virtual time stamps of the
current packet of f and the system time exceeds a certain threshold. If all flows
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become oversubscribed, then the system clock is advanced, which allows some
of the flows to be moved to the high priority area. The LFVC has almost identical
delay bound and throughput fairness to that of WFQ, but has the complexity of
O(log log N), where N is the number of flows.

2.3.4 Fair Queueing based on Start-time (FQS)

In [20] Fair Queueing based on Start-time (FQS) was proposed where the packets
are scheduled based on the starting times, instead of the finishing times. The
calculation of these values is done exactly as in WFQ by (9) and (10). So the
virtual “time stamps” for packet pj

f can be defined as

vWFQ
ts (pj

f ) = S(pj
f ) +

l j
f

φ f
, j ≥ 1, (16)

for WFQ and

vFQS
ts (pj

f ) = max(v(A(pj
f )), F(pj−1

f )), j ≥ 1, (17)

for FQS. Since the virtual time of FQS is defined by (11) as in WFQ, FQS has disad-
vantages similar to that of WFQ. In fact, FQS is not known to have any advantage
over WFQ for scheduling packets in a network, although it has advantages for
processor scheduling.

2.3.5 Self-clocked Fair Queueing (SCFQ)

To reduce the complexity of WFQ, [17] analyzed a method called Self-Clocked
Fair Queueing (SCFQ) which was previously proposed in [11]. SCFQ reduces the
complexity of WFQ by using the time stamp of the packet currently in service to
compute the time stamp of an arriving packet.

Let the virtual time stamp of a packet in service at time t be defined as in
(11). Then packet pj

f belonging to the jth of flow f in a SCFQ system will receive
a virtual time stamp

vSCFQ
ts (pj

f ) = max(v(A(pj
f )), vSCFQ

ts (pj−1
f )) +

l j
f

φ f
, for j > 0. (18)

The value of vSCFQ
ts (p0

f ) is set to zero and the ascending order of the virtual time
stamp values is used for transmitting the packets. SCFQ provides a fairness guar-
antee [17] as well as an end-to-end delay guarantee [19] to analogous flows. The
value of fairness measure for SCFQ is

H( f , m) =

(
lmax

f

φ f
+

lmax
m
φm

)
, (19)

which is away from the lower bound [17] only by a factor of two. The SCFQ has
one main limitation, which is that the maximum delay endured by the packets
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is significantly increased. Let S be the set of flows served by a server and C its
capacity, then packets of flow f may undergo

1
C ∑

n∈S∧n 6= f
lmax
n (20)

more delay in SCFQ than in WFQ [18]. This is unacceptably large in many cases.

2.3.6 Worst-case Fair Weighted Fair Queueing algorithm (WF2Q)

In [2], Worst-case-fair weighted Fair Queueing (WF2Q) was proposed to improve
the emulation of BR server of WFQ by limiting the number of packets considered
for service. WF2Q defines the virtual time, start and finish tags as in WFQ by (11),
(9) and (10), respectively. In WF2Q for a packet to be eligible for service at time t,
its start tag should not be greater than the virtual time

S(pj
f ) ≤ v(t). (21)

In WFQ all the packets are considered eligible. These eligible packets are sched-
uled in the increasing order of the finish tags. WF2Q emulates the BR server well
and has a fairness measure

H( f , m) =

(
lmax

f

φ f
+

lmax
m
φm

)
. (22)

However, WF2Q is computationally inefficient and unsuitable for achieving fair-
ness over variable rate servers as it utilizes v(t) as defined in (11).

A low complexity version of WF2Q was proposed in [3], in which it was
referred to as WF2Q+. It modifies the definition of the start tag of packet pj

f to be

the finish tag of previous packet pj−1
f , i.e.,

S(pj
f ) = F(pj−1

f ), (23)

if flow f is backlogged on arrival of pj
f and otherwise

S(pj
f ) = max(v(A(pj

f )), F(pj−1
f )). (24)

The finish tag of a packet and the set of eligible packets are defined as in WF2Q
but v(t) is defined as

v(t) = max(v(τ) + t− τ, min
n∈B(t)

S(pk
n)), (25)

where τ < t is the time when the last packet finished service, pk
n is the next packet

of flow n to receive service, and B(t) is the set of backlogged flows at time t. Just
as in WF2Q, the eligible packets of WF2Q+ are scheduled in increasing order of
finish tags. The fairness measure of WF2Q+ is not derived in [3], although worst-
case fairness of WF2Q+ is derived.
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2.3.7 Start-time Fair Queueing (SFQ)

Start-time Fair Queueing (SFQ) [19] uses the concept of SCFQ to approximate the
virtual time but schedules the packets in increasing order of start tags as in FQS.
However, SFQ outperforms the SCFQ in delay guarantee and FQS in fairness over
variable rate servers and implementation complexity. For SFQ v(t) is defined as
the start tag of the packet in service at time t. A packet pj

f is stamped with start

tag S(pj
f ), computed as

S(pj
f ) = max(v(A(pj

f )), F(pj−1
f )), j ≥ 1, (26)

where F(pj
f ), the finish tag of packet pj

f , is defined as

F(pj
f ) = S(pj

f ) +
l j

f

φ f
, j ≥ 1. (27)

Here F(p0
f ) = 0 and φ f is the weight of flow f . In SFQ the computation of v(t) is

inexpensive since it only involves examining the start tag of the packet in service.
The computational complexity of SFQ is O(log N) per packet, where N is the
number of flows at the server.

2.4 Frame-based scheduling schemes

Priority based schedulers such as WFQ, FQS, SCFQ, SFQ, WF2Q, WF2Q+ and VC
discussed in Section 2.3 sort and schedule packets based on virtual time which is
used to emulate the ideal GPS server. Hence, per-packet computational complex-
ity is unacceptably large for these methods. Deficit Round Robin (DRR) is pro-
posed in [66] to reduce this per-packet computational complexity. It is basically
a derivative of the weighted round-robin algorithm [35] designed to accommo-
date variable length packets of a flow. Although the per-packet computational
complexity of DRR is low, its fairness measure might deviate arbitrarily from the
lower bound. Also, the maximum delay incurred by packets can be significantly
higher than in WFQ. Many algorithms have been proposed to do away with the
disadvantages of DRR.

2.4.1 Deficit Round-Robin (DRR)

Deficit Round-Robin (DRR) [67] is a simple modified weighted round robin sche-
duling algorithm, where the server rotationally selects packets to send out from
all flows with packets in the queue. In order to avoid examining empty queues a
service list containing the flow sequence being served in a round is maintained.

In a DRR system two variables Quantum (Q f ) and DeficitCounter (DC f ) are
maintained for each flow f . Quantum is proportional to the weight of the flow
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and is the amount of credits in byte allocated to a flow within the period of one
round. The quantum of flow f is proportional to the weight of the flow and is
derived as

Q f =
φ f

C
×

N

∑
f

Q f , (28)

where φ f is the rate allocated to flow f , C the link service rate, and ∑N
f Q f repre-

sents the frame size (i.e. summation of Quantums for all flows). DCj−1
f accumu-

lates the amount of Q f of flow f which could not be used in the (j− 1)th round.

In the jth round that flow f is served, it is allowed to send out additional DCj−1
f

bytes of data. After flow f has been served the server updates DCj
f as

DCj
f = DCj−1

f + Q f , (29)

and it verifies the size of the packet of flow f waiting to receive service. If the
size is smaller than DCj

f , DCj
f is decreased by this packet size and the packet is

sent out. This operation is repeated as long as there are credits or there are no
packets left. The Quantum for a flow should be larger than the maximum packet
size within the flow so that in each round at least one packet per backlogged flow
can be served. DRR is simple to implement and has O(1) time complexity, but it
is not fair in short term and has undesirable output burstiness.

The latency bound of DRR can be improved by Nested Deficit Round Robin
(Nested-DRR) [32]. In Nested-DRR each DRR round is split into one or more
smaller rounds. On these smaller rounds a modified version of the DRR schedu-
ling discipline is used. Nested-DRR has per-packet work complexity of O(1) and
the same relative fairness bound as DRR.

2.4.2 Smoothed Round Robin (SRR)

Smoothed Round Robin (SRR) scheme [22, 23] was designed to improve the short
term fairness of DRR. SRR has O(1) time complexity and a certain scheduling de-
lay bound. In SRR the weights of the flows are coded into binary vectors to form
a Weight Matrix. A Weight Spread Sequence (WSS) is used to scan the Weight
Matrix in order to distribute the output traffic of each flow equivalently. While
Smoothed Round Robin does improve the average packet delay over DRR, the
scheduling delay bound is proportional to the number of flows in the system and
is bounded by

ΘSRR <
2Lmax

φi
+ (N − 1)

2Lmax

C
, (30)

where Lmax is the maximum packet length, N is the number of flows, φi is the
weight of flow i and C is the bandwidth of the output link. The fairness measure
of Smoothed Round Robin is∣∣∣∣∣

Si,SRR(0, t)
φi

− Sj,SRR(0, t)
φj

∣∣∣∣∣ ≤
(k + 2)Lmax

2 min(φi, φj)
,



30

where k is the order of the current WSS and Si,SRR(0, t) is the service rate of flow
i from time 0 to t.

2.4.3 Pre-order deficit round robin (PDRR)

Pre-order Deficit Round Robin (PDRR) is suggested in [75] to overcome the prob-
lems of DRR, by approximating packet by packet generalized processor sharing
(PGPS), by ordering the packets before the actual DRR process. Let the number
of priority queues assigned to pre-ordering be Z and Pq1, Pq2, . . . , PqZ denote the
priority queues. Then a packet is transmitted from Pqk with the smallest k among
all nonempty priority queues. The decision about the priority queue where an
arriving packet should be placed is made by a classifier sub-module before the
DRR scheduling discipline. Assuming that the flows are in a heavy backlog, the
virtual finishing time stamp of a packet pj

f in PDRR is computed as

vPDRR
ts (pj

f ) = vPDRR
ts (pj−1

f ) +
l j

f

φ f
, (31)

where vPDRR
ts (p0

f ) is set to zero at time t, φ f denotes the allocated rate of flow

f , and l j
f is the size of the jth packet of flow f after time t. PDRR achieves a

per-packet time complexity of O(1) in most cases, but in some specific cases the
complexity is dependent on the number of priority queues i.e. O(log Z).

2.4.4 Active List Queue Method (Aliquem)

Active List Queue Method (Aliquem) [41, 42] is an evolution of DRR that allows
to scale down the quantum assigned to a flow in each round. This improves the
delay and burstiness properties of DRR. However, since the quantum may be
less than the maximum packet size, a flow may not be able to transmit any data
in a round, which leads to a mechanism that keeps track of the round in which
a flow has accumulated enough credits to transmit a packet. Also, a flow can
send several packets during its service quantum, thus creating output burstiness
which worsens e.g. average delay. A modified version of Aliquem (called Smooth
Aliquem) where a flow may transmit only one packet at a time is proposed in [42].

2.4.5 Bin Sort Fair Queueing (BSFQ)

Bin Sort Fair Queuing (BSFQ) [7] is a frame-based method that uses an approxi-
mate bin sort mechanism to schedule packets. BSFQ uses equally divided slices of
the “virtual time” of priority based schemes called bins. Each packet is assigned
a time stamp representing the finishing time of its service. The packets are stored
into bins according to their time stamps. Inside a bin the packets are queued in
FIFO order i.e. no sorting of packets is performed within the bin.

In BSFQ the virtual system clock v(t) is defined as the starting time of the
current bin and the bin is labeled as [v(t), v(t) + ∆], where ∆ is the length of the
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bin (i.e. a slice of the “virtual time”). The virtual time clock is incremented by ∆
when all the packets of the current bin are transmitted.

The jth packet pj
f of flow f is assigned with the virtual time stamp

vBSFQ
ts (pj

f ) = max(v(A(pj
f )), vBSFQ

ts (pj−1
f )) +

l j
f

φ f
, j ≥ 1, (32)

where v(A(pj
f )) is the system virtual time at time t = A(pj

f ) and vBSFQ
ts (p0

f ) = 0.
Arriving packets are stored in their corresponding bins in the FIFO order. The
packet pj

f is stored in a bin indexed by

ij
f =

vBSFQ
ts (pj

f )− v(A(pj
f ))

∆

 , j ≥ 1. (33)

In the case ij
f = 0, then pj

f is stored in the current bin, if ij
f is smaller than the

number of bins it is stored in the ij
f -th bin following the current bin. Otherwise,

the packet is discarded.

2.4.6 Elastic Round Robin (ERR)

A frame-based scheduling discipline Elastic Round Robin (ERR) is proposed in
[34] for best-effort traffic. ERR maintains a linked list of the active flows and
empty queues are added to the end of the list on packet arrival. The flow at the
head of the list is served first by ERR and if the queue has not emptied then it
is added to the end of the list. The amount of bytes a flow can transmit is deter-
mined in each round and it is denoted by A f (r) for flow f in round r. However,
this is not a strict limit and a flow can send a value of Sent f (r) in a round if its
packet is larger than its allowance for that round. This unfairness is recorded by
the scheduler by a Surplus Count (SC) as

SC f (r) = Sent f (r)− A f (r). (34)

The allowance for the next round is calculated by

A f (r + 1) = 1 + SCmax(r)− SC f (r), (35)

where SCmax(r) is the largest surplus count of all flows that received service dur-
ing round r. The addition of 1 in (35) ensures that the flow with the largest surplus
count will get at least one packet transmitted in the next round. In [33] it is shown
that the latency bound of ERR can be adapted for guaranteed rate of service and
that it has a low latency bound.

2.4.7 Stratified Round Robin

Stratified Round Robin [63] assigns slots to flows, in a fashion similar to round-
robin schedulers. A flow can send a certain number of its packets when it gets a



32

slot. To decide which of the flows should get the next slot, Stratified Round Robin
aggregates flows into flow classes based on their weights wi. A flow class Fk is
defined as

Fk =
{

fi :
1
2k ≤ wi ≤ 1

2k−1

}
, (36)

for k ≥ 1 so Fk groups together all flows whose weights are approximately 2−k.
Let Bmin denote the smallest unit of bandwidth that can be allocated to a flow. If
a flow has a reserved bandwidth of Bmin, then it belongs to flow class Fn, where
1

2n ≤ Bmin < 1
2n−1 . Therefore, the number of flow classes required is n = log2

C
Bmin

,
where C is the output link bandwidth of the scheduler. Stratified Round Robin
has a single packet delay bound that is related to the guaranteed rate of the flow
and is independent of the number of flows in the system.

2.4.8 Core-Stateless Fair Queueing (CSFQ) and Reduced State Fair Queuing

In [71] the complexity is localized in the edge routers, where the per-flow in-
formation is computed, while the core routers just use first-in-first-out (FIFO)
queueing and keep no per-flow state. Thus the overall complexity of the system
is decreased and the bandwidth can be allocated in an approximately fair way.
Unfortunately, Core Stateless requires header changes that can be difficult to de-
ploy.

In [39] the problem of state reduction is addressed by designing a throughput-
fair scheduler that reduces by an order of magnitude the amount of state required
by comparable throughput-fair schedulers. The algorithm provides a good traffic
isolation and does not require global changes, only uncoordinated local imple-
mentation changes in each router are required.

2.4.9 Fair Round Robin (FRR)

Fair Round Robin (FRR) proposed in [79] is a worst case fair round robin sched-
uler that groups the flows in to classes just as in the Stratified Round Robin
scheme [63]. The classes contain flows with similar weights and for k ≥ 1, class
Fk is defined as

Fk =
{

fi :
1

γk ≤ wi <
1

γk−1

}
, (37)

where γ is a constant. The number of classes in the system is n = dlogγ(C
φ )e,

where C is the link capacity and φ the rate of a single flow. Stratified Round
Robin might be considered as a special case of FRR with γ = 2. Like the Stratified
Round Robin scheme [63] FRR has a worst-case single packet delay bound that is
only related to the requested rate of the flow. It is also independent of the number
of flows in the system. The delay of a packet at the head of flow fi ∈ Fk at time t
is bounded by

ΘFRR < c1 × Lmax

φi
, (38)
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where c1 is a constant, φi is the minimum guaranteed rate of flow i and Lmax is
the maximum packet size. The normalized worst-case fair index for FRR is

cFRR = max
i

(
φi × d Lmax

φi

C

)
= d× Lmax

C
, (39)

where d = 7γ + n − 1 and so the normalized worst-case fair index for FRR is
constant. The authors of [79] state that FRR is the first O(1) complexity sched-
uler scheme that has a constant worst-case fairness index. They also define the
proportional fairness of FRR by showing that there exists two constants c1 and c2
such that ∣∣∣∣∣

Si,FRR(t1, t2)
φi

− Sj,FRR(t1, t2)
φj

∣∣∣∣∣ ≤
c1 × Lm

φi
+

c2 × Lm

φj
. (40)

2.5 Methods for combining pricing and scheduling

By using differentiated service classes the networks’ resources can be divided
between customers so that those paying more will get better service. In my re-
search I have studied variable pricing and scheduling algorithms that optimize
the revenue of the service provider. Next, I show how the delay and bit rate of a
packet scheduler are defined and then the algorithms that have been published
in PI-PIX.

Let the processing time of 1 kbyte of data be T [seconds/kbyte] in the packet
scheduler of Figure 1. Thus, the overall delay [seconds] in the ith class is

di =
NiE(bi)T

wi
, (41)

where Ni is the number of connections in the queue of class i , and E(bi) is the
average packet size of the connections in the ith class. The delay of the class is also
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affected by the connections in the other service classes so weight wi also affects
the delay. Because sizes of the different packets vary, the delay of connection j in
class i, dij scaled by the specific packet of size bij, is

dij [seconds/kB] =
NiE(bi)T

bijwi
. (42)

The bit rate Bij (kbytes/second) of class i is inversely proportional to the de-
lay/packet of class i

Bij[kB/s] =
1

dij
=

bijwi

NiE(bi)T
=

bijwi

NiE(bi)
=

bijwi

∑Ni
l=1 bil

, (43)

where ∑Ni
l=1 bil is the sum of all packet sizes in class i, E(bi) = 1

Ni
∑Ni

j=1 bij is the
mean packet size in class i and the processing time T can be scaled T = 1 [s/kB],
without loss of generality.

The number of customers in the network in the following pricing and sche-
duling schemes can be arbitrary large, which will lead to decrease in Quality of
Service. By implementing a Call Admission Control (CAC) mechanism the num-
ber of customers can be limited. The CAC will reject new customers if the rev-
enue of the operator would decrease due to increase in congestion (i.e. decrease
in Quality of Service). Also, QoS guarantees can be implemented with the CAC
mechanism to guarantee e.g. a certain maximum delay to customers in a specific
service class. A single customer that would use up all resources from one class
would decrease QoS of all other customers in all classes and lead to decrease in
total revenue, thus such a customer would be rejected by the CAC mechanism.

First, delay was studied as a QoS parameter. A linear pricing function was
considered in publication PI

Pi(t) = rit + ki, ri > 0, ki > 0, (44)

where ri is the price paid in class i and t is time. This leads to optimal weights
that maximize revenue

wi = 4

√√√√ riN2
i (1−√wi)E(bi)

∑m
k 6=i rkN2

k E(bk)/
√

wk
. (45)

Here the weights need to be iteratively calculated. Similar results are obtained by
choosing the weights with linear pricing function, as was shown in publication
PII:

wi =
NiE(bi)ri/ki

∑m
k=1 NkE(bk)rk/kk

(46)

with a constrained
m

∑
i=1

NiE(bi)ri

ki
< 1 (47)

used in call admission control mechanism. These weights do not require iterative
calculation, but still they provide near optimal revenue.
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In publication PIII a flat pricing scenario was used and the pricing function
is defined via maximum delay for each class i

Pi(di) = ri (48)

under the constrained

NiE(bi)
wi

≤ di,max, i = 1, . . . , m, (49)

where di,max are preselected maximum delays to be guaranteed. Optimal weights
are then

wi =
riNi

∑k rkNk
. (50)

When bandwidth is the most important QoS parameter, a polynomial pric-
ing function is chosen as in publication PVIII where simulations were ran in Mat-
lab

Pi(Bij) = riB
p
ij, ri > 0, p > 0. (51)

In the function, ri > 0 is a factor that depends on the money paid for the class
(bandwidth of the connection). The optimal weights to maximize the revenue are

wi =
(∑Ni

j=1 bij)
p

p−1

r
1

p−1
i

(
∑Ni

j=1 bp
ij

) 1
p−1

∑m
k=1

(∑
Nk
l=1 bkl)

p
p−1

r
1

p−1
k

(
∑

Nk
l=1 bp

kl

) 1
p−1

, (52)

when 0 < p < 1.
The same algorithm was implemented in a Network Simulator 2 (ns-2) [53]

environment in publication PIV and experiments were done with constant bit
rate UDP traffic. In publication PVI the experiments were broadened to TCP
traffic.

The scenario was extended to multiple nodes in publication PV where an
algorithm to maximize revenue and minimize the weighted mean delay in a mul-
tiple node system was presented.

The algorithm is described by a four-node system with schedulers as illus-
trated in Figure 2. Data are transmitted from ingress nodes to either egress nodes.
Parameter ∆tij denotes the time which passes when data is transferred through
the queue j to the output in the node i, when wij = 1. Variable wij is the weight
allocated for node i and class j. The constraints for weights wij are

m

∑
j=1

wij = 1, wij > 0, (53)

where m is the number of service classes. Variables wij weight the service times
of the queues. Therefore, the delay dij in the queue (i, j) is actually

dij =
∆tij

wij
. (54)
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The total number of connections in the node i and queue j is denoted by Nij, and
is obtained by summing all the connections which pass through the node i on
their way to the n different egress nodes accessible from node i

Nij =
n

∑
p=1

Ni1→i2
j . (55)

Here Ni1→i2
j denotes the number of such connections in the jth service class which

transfer data packets from node i1 to i2.
In this case pricing depends on the end-to-end delay of the data and a linear

pricing function is used

rj(d) = −rjd + k j, j = 1, . . . , m, rj > 0, k j > 0, (56)

where rj is a “penalty” factor, and k j is a “shifting” factor. The optimal weights
that maximize the revenue are then

wij =
√

Nijrj∆tij

∑m
l=1

√
Nilrl∆til

, i = 1, . . . , n, j = 1 . . . , m, (57)

where n is the number of nodes and m is the number of service classes.
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Next, let us consider the bandwidth in the node i in the four-node system
as is done in publication PVII. There are Nij connections or packets in the class j.
The packet size of the connection k = 1, . . . , Nij in the node i, i = 1, . . . , n, and in
class j = 1, . . . , m is denoted by bijk [bits] or [kbytes]. Variable wij is the weight
allocated for class j in the node i. The constrained for weights wij are as in (53).
Now, the expression for the bandwidth of the packet (i, j, k) is

Bijk[bits/s] =
bijkwij

∑
Nij
l=1 bijl

. (58)

The polynomial pricing function in this case is

rj(B) = rjBp, rj > 0, p ∈ (0, 1), (59)

where B is the bandwidth.
When connection (i, j, k) in the node i in class j obtains the bandwidth Bijk,

the price is

rj(Bijk) = rj


 bijkwij

∑
Nij
l=1 bijl




p

(60)

units of money per second to the service provider. The closed form solution to
the weights are

wij =

r
− 1

p−1
j

[
∑

Nij
k=1

(
bijk

∑
Nij
l=1 bijl

)p]− 1
p−1

∑m
q=1 r

− 1
p−1

q

[
∑

Niq
s=1

(
biqs

∑
Niq
h=1 biqh

)p]− 1
p−1

. (61)

A new approach to combine pricing and packet scheduling was proposed
by the author of this thesis in publication PIX where pricing of the connection is
based on the delay it inflicts on others. The derivation of the algorithm is pre-
sented next.

Let us consider a packet scheduler which receives packets to be delivered
from m different queues (i.e. classes). Now, let T be the processing time of the
classifier for transmitting a data packet from one queue to the output of a packet
scheduler. For any connection k there are Nik(t) packets in the queue of class i at
some time t. The total number of packets in the queue i at the time t is therefore

Ni(t) =
Ki(t)

∑
k=1

Nik(t), (62)

where Ki(t) is the total number of connections in the class i at time t.
Now, every packet in the queue increases delay for the other connections in

the queue so a new connection k appearing at time t in class i will increase the
delay to the other connections by a value proportional to Nik(t). Then

dik(t) =
Nik(t)T

wi(t)
=

Nik(t)
wi(t)

, (63)
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where T can be scaled to T = 1 without loss of generality and wi(t) = wi, i =
1, . . . , m are weights allocated for each class as a new connection in any class will
inflict delay on the other classes depending on the amount of processing time of
the scheduler allotted to each class. The overall delay in class i is then

Di(t) =
Ki

∑
k=1

dik =
Ki

∑
k=1

Nik
wi

, (64)

where the time index t has been dropped for convenience until otherwise stated.
The natural constraints for the weights are

m

∑
i=1

wi = 1, wi > 0. (65)

For every connection the pricing is based on the absolute number of packets of
the connection that are queued at the scheduler i.e. the increase in delay that
it produces. Every connection induces delay and those connections that induce
more delay than the connections on average will pay more for the connection.

Definition 1. For each service class the function

Pi =
Ki

∑
k=1

Kiri + sid
p
ik, ri > 0, si > 0, p > 0, (66)

is called a polynomial pricing function.

In the polynomial pricing function ri is a base price of a connection in the
class i, si is a penalty factor that increases the price for those connections which
induce more delay and p assures that the price does not grow too rapidly with
the delay. The total revenue of the operator is

R =
m

∑
i=1

Pi =
m

∑
i=1

Ki

∑
k=1

pik =
m

∑
i=1

Ki

∑
k=1

Kiri + sid
p
ik. (67)

Theorem 1. Optimal weights for the revenue R under the polynomial pricing model are

wi =
s

1
p−1
i N

p
p−1

i

∑m
j=1 s

1
p−1
j N

p
p−1
j

, (68)

when 0 < p < 1.

Proof. By using Lagrangian approach, the revenue can be presented in the form

R =
m

∑
i=1

Ki

∑
k=1

Kiri + si
Np

ik

wp
i

+ λ(1−
m

∑
i=1

wi). (69)

Optimal weights are obtained from the first derivative

∂R
∂wi

=
Ki

∑
k=1

−psi
Np

ik

wp−1
i

− λ = 0. (70)
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Because Lagrangian solution
∂F
∂λ

= 0 (71)

yields ∑m
j=1 wj = 1, then

wi =

(
−psiN

p
i

λ

) 1
p−1

=
(−psi)

1
p−1 N

p
p−1

i

λ
1

p−1 ∑m
j=1 wj

=
(−psi)

1
p−1 N

p
p−1

i

λ
1

p−1 ∑m
j=1

(−psj)
1

p−1 N
p

p−1
j

λ
1

p−1

=
s

1
p−1
i N

p
p−1

i

∑m
j=1 s

1
p−1
j N

p
p−1
j

. (72)

From the expression (72) it is seen that λ has the form

λ
1

p−1 =
m

∑
j=1

s
1

p−1
j N

p
p−1
j , (73)

or

λ =
m

∑
j=1

sjN
p
j . (74)

Thus, the first order derivative is

∂R
∂wi

=
Ki

∑
k=1

−psiN
p
ik

wp−1
i

−
m

∑
j=1

sjN
p
j , (75)

and so the second order derivative is

∂2R
∂w2

i
=

Ki

∑
k=1

−(p− 1)
−psiN

p
ik

wp−2
i

< 0, (76)

when 0 < p < 1. In that condition, R is concave with respect to the weights wi,
and the optimal solution is unique.

By using optimal weights (68), revenue R can be expressed as follows:

R =
m

∑
i=1

Ki

∑
k=1

Kiri +
siNi

wi
=

m

∑
i=1

Kiri +
siNi

s
1

p−1
i N

p
p−1

i

∑m
j=1 s

1
p−1
j N

p
p−1

j

=
m

∑
i=1

Kiri + s
p−2
p−1
i N

−1
p−1

i ×
m

∑
j=1

s
1

p−1
j N

p
p−1
j . (77)

The method presented above is verified by simulations in PIX. For the other
methods reviewed in this section, proofs are presented and verified by simulation
results in PI - PVIII.



3 FAST HANDOVERS FOR MOBILE IPV6

3.1 Introduction

Mobility support in IPv6 (MIPv6) [28] enables transparent routing of packets to the
Mobile Node (MN). In a home network, MN is assigned a permanent home ad-
dress (HoA), which is used in every application layer (Layer 7) connection. When
MN changes its IP layer (Layer 3) attachment in the network, it acquires a new lo-
cal address from the foreign network to be accessible again. This address, called
the Care-of-Address (CoA), is registered through a binding update (BU) process to a
special router in the home network called the Home Agent (HA). The HA main-
tains a binding cache, in which the HoA-CoA bindings are stored, and employs
tunneling to redirect the flows to the current CoA of the MN.

The most significant enhancement in MIPv6, compared to the mobility sup-
port in IPv4, is route optimization which means that the MN can also send BUs
to the nodes it is communicating with. These corresponding nodes (CNs) also
maintain a binding cache. Thus CNs can send packets directly to the MN with-
out triangular routing via HA as in IPv4, therefore improving the End-to-End
communication delay. This happens at the expense of the handover delay, which
is increased by about two round-trip times due to sending the BUs to CNs and
the Return Routability (RR) procedure.

Although MIPv6 enables mobility at the IP layer, the processes related to
MIPv6 mobility management result in a short period of time when the MN cannot
receive or send any packets. This period of time, known as the handover delay,
degrades the performance of real time applications such as multimedia or Voice
over Internet Protocol (VoIP).

The MIPv6 handover delay can be reduced in three different places: IP layer
movement detection, CoA acquiring/forming and CoA registration delay to the
HA and CN(s). After the MN changes its point of attachment to another net-
work, it receives a Router Advertisement (RA) from the new access router (nAR).
Using the stateless or the stateful address auto-configuration, MN forms or re-
ceives a new reachable CoA. If the address is acquired with stateless address
auto-configuration, it needs to be verified for its uniqueness with Duplicate Ad-
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dress Detection (DAD) process. Next, the new CoA needs to be registered to
MN’s HA and CNs. This requires a two-way BU process to all parties and the RR
procedure.

The reduction of the MIPv6 handover delay can be divided into two meth-
ods: L2 Layer 2 (L2) dependant and L2 independent. The basic MIPv6 was de-
veloped to be independent from the underlying L2 technology. This enables the
mobility protocol to work without modifications with any link technology, such
as a wireless local area, cellular network or bluetooth network. On the other hand
L2 triggers could speed up the L3 handover procedure, but only at the expense
of L2 dependency.

There have been numerous different proposals for minimizing the L3 han-
dover delay in Mobile IPv6 networks during the past few years. The most promis-
ing of these are Hierarchical MIPv6 (HMIPv6) [69] and Fast Handovers for MIPv6
(FMIPv6) [40]. HMIPv6 proposes a mobility anchor point (MAP) to act as a lo-
cal HA in the foreign network. FMIPv6 uses link layer triggers to speed up the
CoA configuring time and employs tunneling from the old Access Router (AR) to
the new AR during the BU process to minimize packet loss. Next I shall briefly
present the functionality of HMIPv6 and FMIPv6 and then review other propos-
als for decreasing the handover delay of MIPv6.

3.1.1 Hierarchical Mobile IPv6

Hierarchical Mobile IPv6 (HMIPv6) [69] introduces a new node, Mobility Anchor
Point (MAP), to reduce the registration time of the new CoA and signaling load.
The MAP separates the mobility into local and global mobility (also known as
micro and macro mobility). The MAP manages the mobility inside the local do-
main and the HA is responsible for the management of mobility between separate
MAP domains. MAP functions basically as a local HA in the foreign network,
tunneling flows to the current location of the MN.

The implementation of local mobility is done with the usage of two CoAs,
regional CoA (RCoA) and on-link CoA (LCoA). Every time when MN moves to an
entirely new MAP domain, it receives or forms a new RCoA, which is registered
to the MAP, HA and CNs. When the attachment point of the MN changes inside
the MAP domain, only the MAP needs to be informed about the new on-link
CoA, which matches to the current subnet prefix. The packets heading to the old
LCoA are intercepted by the MAP and tunneled to the new LCoA similarly to the
way it is done in the HA.

The HMIPv6 decreases the amount of signaling to CNs and to the HA.
However, HMIPv6 might have scalability problems if MAP has to handle too
many MNs [48]. The use of MAP increases the complexity of the system and is
a possible point of failure in the network. Also, the MAP is likely to be at the
ingress/egress point of the (sub)network which means that the registration delay
might still be too large for delay critical applications.
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3.1.2 Fast Handovers for Mobile IPv6

Fast Handovers for Mobile IPv6 (FMIPv6) [40] decreases the delay of the CoA ac-
quiring phase and employs tunneling to reduce the packet loss during the han-
dover.

The fast handover procedure is started when MN receives information about
the next point of attachment and sends a Router Solicitation for Proxy (RtSolPr)
message to the old AR (oAR). MN formulates a prospective new CoA (nCoA)
with the information the AR provides in the PrRtAdv message and sends a Fast
Binding Update (FBU) message that authorizes oAR to bind previous CoA to
nCoA, so that arriving packets can be tunneled to the new location of the MN.
Two different modes of operation, predictive and reactive, are described by FMIPv6.
In the predictive mode MN sends FBU and receives Fast Binding Acknowledge-
ment (FBACK) in the oAR link, contrary to the reactive mode in which they are
send on the nAR link.

The performance of FMIPv6 relies greatly on L2 information for predict-
ing the upcoming handover. FMIPv6 loses its effectiveness with unreliable L2
information, such that would be caused by rapid signal strength fluctuations oc-
curring in multipath fading environments. Also, as basic MIPv6 is developed to
be independent of the underlying L2 technology, for FMIPv6 the dependence on
L2 technology is an unwanted feature.

In [31, 30] a combination of the HMIPv6 and FMIPv6 named F-HMIPv6 is
proposed. In that proposal the entity performing the functionality of FMIPv6
is the MAP instead of the oAR. Although F-HMIPv6 has been found to be very
effective [62], it still shares the disadvantages of HMIPv6 and FMIPv6. The meth-
ods were simulated with Networks Simulator 2 (ns-2) [53] and during handover
situations the effect of the number of MNs and different applications were stud-
ied.

3.1.3 Other methods for decreasing the handover delay in MIPv6

Numerous different proposals have been presented to minimize the handover
delay in Mobile IPv6 networks. Unfortunately, many of these methods require
modifications to the Access Routers (ARs). Multicast routing approach has been
chosen in [4] and [14] to decrease the handover delay in MIPv6 networks. In
[4] the CNs see the MN as a Multicast group. When the MN moves from one
subnet to another it joins the Multicast group with its new CoA and if possible,
remains connected to the Multicast Group with its previous CoA. In [14] all the
CNs, in connection with a particular MN, subscribe to a multicast group. CNs
are informed about the handovers of the MN via this multicast group. The main-
tenance of the multicast groups means additional tasks for the network elements.

A “virtual” HA located closer to the MN than the actual HA has been pro-
posed, in different forms. A Routing Agent to be used between the HA and the
Foreign Agent is presented in [6] and [77] to speed up the handover process. A
Local Mobility Agent to act as a local HA is proposed in [73]. In [64] a specialized
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path setup scheme is proposed. In that proposal host-based forwarding entries
are installed in specific routers so that the MN’s network address remains the
same within a domain.

While many proposals concentrate on modifying the ARs, another approach
to diminish the handover delay is the modification of the MN. In [55] a mobile
node buffering function is proposed to mitigate the effects of handover. The MN
buffers the TCP ACKs just before the handover forcing the CN to stop trans-
mitting. After the handover the buffered TCP ACKs are delivered to the CN
and the transmission is resumed. In [60] a new handover mechanism and an en-
hancement to the Mobile IP registration is proposed. In the proposal the periodic
Router Advertisements (RAs) are modified to be send only when a handover is
necessary. The MN keeps a Router Advertisement (RA) cache to help on the de-
cision where to make the handover. These methods require minor modifications
to the network elements but require additional resources from the MN and de-
tection, beforehand, of the upcoming handover.

Optimization of routing protocols has also been proposed in order to de-
crease the delay in handovers [26, 9, 76]. An improvement to HMIPv6 [69, 5] is
presented in [26], in which a mobility profile (an average residence time in the
current subnet) is maintained and, according to a defined threshold time, the MN
can use a Local CoA instead of a Regional CoA to accomplish route optimiza-
tion. Another improvement to HMIPv6 is presented in [76], where the reception
of packets from the new AR is possible at the same time with the BU registration
process. This requires for the MN to “see” the approaching of the handover, so
that the old Mobile Anchor Point (MAP) can set up a multicast group to deliver
packets destined to the MN. The possible new ARs are asked to join the multi-
cast group and start buffering the packets destined to the MN. These HMIPv6
improvements require some additional resources from the network elements. In
[9] a small part of the overall delay in MIPv6 handover is addressed. The de-
lay of unicast Router Advertisement (RA) in response to Router Solicitation (RS)
is removed by assigning one router to provide immediate unicast responses to
RSs. This proposal could be used in conjunction with other methods to further
decrease the overall handover delay.

In [25] Seamless handoff architecture (S-MIP) is presented and the effect of dif-
ferent handover methods to the performance of TCP-based applications is stud-
ied. S-MIP is based on movement tracking techniques, and it is found to provide
handovers with almost no packet loss. In [27] the performance of different TCP
variants is simulated with different handover methods. Performance degradation
is found to be comparative to the round-trip time between MN and CN. Also the
FMIPv6 and F-HMIPv6 do not necessarily improve the performance. In [49] the
MIPv6 and both the tunnel-based and anticipated modes of FMIPv6 is studied
with simulative environment. In general the FMIPv6 is found to have shorter
disruption times, in particular with its the tunnel-based mode. In [24] the au-
thors have concentrated on simulative scalability and robustness analysis of the
methods. The combination is found to have the best handover performance and
improve handover signaling overhead, but cannot remove tunneling overhead.
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It was found to be also the most robust to failures. In [29] the authors study the
MIPv6 and FMIPv6 method in both simulative and experimental environment,
and, due its predictive nature, FMIPv6 is found to be more effective.

3.2 Flow-based Fast Handover for Mobile IPv6 (FFHMIPv6)

The need to minimize the handover delay is essential in order to provide ade-
quate Quality of Service to customers with wireless access to the network. In the
research a new method for decreasing the handover delay in MIPv6 based net-
works has been presented and analyzed. In this section I present the new method
briefly and describe the research results that have been published in PX-PXV.

In publication PX a new method, Flow-based Fast Handover for Mobile IPv6
Network (FFHMIPv6), is proposed for faster L3 handover in Mobile IPv6 net-
work, which addresses the CoA registration delay. The FFHMIPv6 method uses
IPv6 flow information to redirect the flows to the new location during the han-
dover, thus enabling the reception of flows simultaneously with the BU registra-
tion process.

The FFHMIPv6 functionality is shown in Figure 3. When the MN moves to
a new logical subnet, it configures a new CoA and starts to register it to the HA
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and possibly to the CN(s) via BU process. In the FFHMIPv6 method a Hop-by-Hop
header, including the old CoA and the addresses of the CNs, is added to the BU
register message heading for the HA. The goal of this BU message is to redirect
all the MN’s flows to the new location.

Every IPv6 capable router maintains a flow cache of the active flows that it
routes. In every router between the MN and the HA, the flow cache is compared
with the flow information found from the Hop-by-Hop header. If the traffic flow
is found, an IPv6 tunnel is established between the router and the new CoA of
the MN, and the traffic flow is redirected to the established tunnel. This router is
called the Crossover Router (CR) for the flow in question. Next, the CN’s address
in question is erased from the Hop-by-Hop frame, so that the FFHMIPv6 process
is not performed again in another router for the same flow and the BU message
is forwarded toward the HA. At the next hop the same procedure is repeated
as long as there are flows to be redirected or the BU message reaches the HA.
The FFHMIPv6 enables reception of the traffic flow simultaneously with the BU
process through the tunnel, therefore minimizing downstream packet loss.

The FFHMIPv6 method is designed to be used as a micro mobility solu-
tion. Network topologies are often built hierarchically, so that all of the do-
main’s ingress and egress traffic pass through the same router (Border Router).
Given this assumption, the Crossover Router would very likely be found in most
networks. Thus, with one BU message all the MN’s flows could be redirected,
whether they are tunneled flows from HA or direct flows using route optimiza-
tion. If the flows are not found from the routers’ flow cache or the routers do not
support FFHMIPv6, normal MIPv6 BU process is applied.

In publication PXI Flow-based Fast Handover for Mobile IPv6 Network (FFH-
MIPv6) was simulated in Network Simulator 2 (ns-2) [53] environment with UDP
and TPC traffic and compared to MIPv6 and HMIPv6. Using UDP traffic it was
shown that the FFHMIPv6 method outperforms MIPv6 and HMIPv6 methods.
When the CN distance increases, the delay and packet losses are similar and al-
most constant with FFHMIPv6 and HMIPv6, but with MIPv6 they increase al-
most linearly with the CN distance. As the MAP of HMIPv6 is usually located
at the ingress/egress point of the network, the handover delay might be large
in large subnets. This was shown by increasing the MAP distance, in which case
FFHMPIv6 still had constant handover delay and packet loss while with HMIPv6
these increased with the MAP distance. With the FFHMIPv6 handover method,
the packet loss of TCP traffic during handover was found to be significantly
smaller than with MIPv6. The packet loss was 10% of that of MIPv6. The ex-
periment results verified the conclusions drawn earlier from theory, namely that
FFHMIPv6 out-performs the basic MIPv6 and its most common enhancements.

The FFHMIPv6 method was implemented in a real environment using Mo-
bile IPv6 for Linux (MIPL) [47]. The handover effect on the VoIP traffic and the
effect of the distance of the CNs is analyzed in publication PXII, which also dis-
cusses the scalability and processing load issues of the FFHMIPv6. The handover
delay was found to be significantly shorter with FFHMIPv6 method than with the
basic MIPv6 and, even better, independent of the distance of the CNs. With VoIP
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traffic a seamless handover was obtained with the FFHMIPv6. The Hop-by-Hop
processing delay caused by the FFHMIPv6 was found to be almost negligible
when compared with the benefits acquired with the flow redirection. The scala-
bility issues which might arise with the per-flow information stored in the flow
caches were insignificant, because all main manufacturers already implement the
routing cache, which is used by the method.

In publication PXIII the experiments which compare several handover meth-
ods in theory, in simulation and in real network environment are summarized.
There the author of this thesis presents an improvement to the proposed method
to minimize the upstream traffic, as the original idea was only applicable to down-
stream traffic.

According to MIPv6 specification [28] the upstream traffic is possible only
after a BACK message has been received from the HA as a response to a BU
message. To overcome this limitation a method for decreasing the upstream han-
dover delay was defined and preliminary simulations presented in publication
PXIV. The simulation scenario was broadened and security issues for the FFH-
MIPv6 method with fast upstream were considered and solutions proposed in
publication PXV. Next the fast upstream modification is presented in details.

I propose that a suitable amount of IP protocol version 6 (IPv6) subnet’s ad-
dresses are reserved solely to be used in handover situations. In IPv6 the address
can be presented on 128 bits, so there is practically no situation where a sub-
net would run out of addresses. The handover address would be used when MN
arrives at a new subnet where its old CoA cannot be used because of ingress fil-
tering [1], which is performed to ensure that it is not possible to send a malicious
packet with an incorrect source address to perform a hostile action. The incoming
traffic is checked at the router’s incoming interface to verify that the sender address
matches the network area defined at the same router interface.

Ingress filtering is always performed at the closest router (i.e. AR) interface
on which the subnet for the MN (CoA) is defined. Additionally ingress filtering
could be performed on the other input interfaces (upstream routers) to verify that
the sender address matches the network routes pointing to the same direction. In
the cases where tunneling is used, the tunnel is terminated usually to a specific
tunnel interface on the router. This interface performs (in case filtering is needed)
the ingress filtering for the incoming tunneled (decapsulated) packets. Ingress
traffic filtering is currently supported by all network routers and is performed
before any packet routing or processing is done. To enable fast upstream traffic
the MN is given a temporary address that will pass ingress filtering.

The MN is assigned a specific handover address (called Hand-of-Address
(HofA)) as the source address during a handover situation, when the MN can-
not use its new CoA (which is not verified) or the old CoA (which leads to packet
drops due to ingress filtering). The MN tunnels its packets in an IPv6-in-IPv6 tun-
nel where the destination is the AR’s address and the source is the HofA. As the
AR receives the packet, ingress filtering is done at the incoming interface. In case
of handover the source is a HofA so the packet is not dropped. As the destination
is the AR itself, it disassembles the packet and finds a packet with destination as
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the CN’s address and a source as an old CoA from a different subnet. This packet
is forwarded to the tunnel interface. Now ingress filtering at this interface is not
used or, if used, then AR could keep track of oCoAs that are allowed to pass this
ingress filtering.

There are basically three approaches on defining the HofA and they all have
their advantages and disadvantages.

• Specify one global IPv6 address that is always used as a HofA.

• HofA is chosen from a global range of addresses reserved for handover pur-
poses.

• Let the AR specify the HofA from its own (subnet’s) address range.

Basically only one global address could be reserved for all handovers. There is
two ways of “assigning” the HofA to the MNs. The HofA can be assigned to the
MN by the new AR or the MNs can just use the HofA when needed. The latter
approach is faster for the handover but is a severe security vulnerability. If the
AR assigns the HofA then security issues can be better taken into consideration
by using e.g. ingress filtering at the tunnel interface. Why not just use the old
CoA instead of this HofA? This would lead to complications with ingress filter-
ing at the incoming interface. When using a specified handover address, ingress
filtering at the incoming interface needs to be modified so that the (global) HofA
is always allowed access. Also, as current routers assume that one IP address cor-
responds to only one MAC address some modifications should be done to allow
several MAC addresses to use the same global HofA. For this reason one global
HofA cannot be used e.g. for speeding up the downstream traffic.

If the HofA is chosen from a global address range, then the option for the
global HofAs to be used in downstream traffic is left open, but is not practically
implementable as the (downstream) routing information of the HofAs should be
maintained and updated globally.

By choosing the HofA from the new AR’s subnet address range, the HofA
could be extended for downstream traffic. Now the scheme becomes more com-
plicated as ARs must inform all the MNs of the HofAs used so that the MN’s new
CoA cannot be from the HofA range. The HofA range could be static and prede-
fined in all subnets or it could be flexible and modifiable by the network operator.
When the HofA is from the AR’s address range, ingress filtering at the incoming
interface is not a problem.

As fast handover in one direction is only half of the handover delay prob-
lem, faster upstream handover need to be implemented within a fast downstream
handover method. FFHMIPv6 is used as an example, but the proposal to use sep-
arate addresses for handovers could also be implemented with other methods.

The proposed method requires that every device in IPv6 sub-network knows
the range of addresses (i.e. the HofA range) that cannot be used when forming
CoAs with stateless address autoconfiguration [74]. Stateful address autocon-
figuration using Dynamic Host Configuration Protocol version 6 (DHCPv6) [13]
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starting address of the HofA range (n bits)

address rangetype length

8 bits 8 bits 16 bits

FIGURE 4 Example of RA message’s new option type, with the HofA range

consumes too much time as the DHCPv6 server can be located anywhere within
the boundary of the organization and the traffic delays behind the remote sites
can be very high (typically up to 100 ms). Also, using DHCPv6 to distribute a
HofA is too slow, because the protocol includes a negotiation phase which is too
time consuming. Server software functions will also delay the process.

Each AR should have a pool of HofAs which cannot be assigned as CoAs.
The ARs include the HofA address range in a new option type HofA option (Figure
4) in its Router Advertisement (RA) message [52]. The prefix part of the HofA
is obtained from the prefix information option of the RA. This enables a flexible
approach as there can be a different number of HofAs in different subnets. It
could be possible to let the Mobile Node choose a handover address, by including

AR2AR1

R1

R2
HACN

MN

2. Send BU
     to HA

3. AR2: Check
    HofA bit

5. Forward BU

4. Return 
    HofA

MN 1. Movement &
CoA conf & reg

AP1 AP2

FIGURE 5 Assignment of the HofA
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HofA reserved

8 bits 8 bits

old CoA: 16 bytes

CN addresses: n * 16 bytes

option lengthoption type

FIGURE 6 Example of the Hop-by-Hop header with a HofA Request bit

in the option type the number of handover addresses that are available. This
could be implemented e.g. by dividing the 16 bit field address range to two fields
address range and available address range. Now the Mobile Nodes choose the largest
address from the available addresses. When MN’s Binding Update message goes
through the AR, the AR updates its RA message. The available address range is
based on the smallest Handover address which is still in use.

In FFHMIPv6, when the MN moves to a new logical subnet, it receives a
RA which includes the range for the HofAs. The MN forms a new CoA (that
is outside the HofA range) (Figure 5) and checks with Duplicate Address Detec-
tion (DAD) that the new CoA is unique. The CoA registration process could
be speeded up for example by using Optimistic Duplicate Address Detection
(oDAD) [50], where the MN can send its BU message immediately after send-
ing a Neighbor Solicitation to determine if its new address is already in use. This
would be desirable as we can use the unique HofA, even if the DAD process fails.

In FFHMIPv6, the BU message contains a Hop-by-Hop frame, including the
old CoA and the addresses of the CNs, and with that information, the downstream
traffic flows from the CNs can be rerouted to the MN’s new destination when
a Crossover Router (the first router where the flow to the old CoA is found) is
discovered PX. However, for the MN to send upstream data in FFHMIPv6 (and
in MIPv6), the MN must wait for a BACK message from the HA (response to the
BU message) to ensure that its new CoA is bound with its Home Address (HoA).

In the FFHMIPv6 method the MN must maintain the CoA from the last
visited subnet, as it is used for tunneling the downstream traffic during the BU
process. A HofA request bit is added to the BU message (Hop-by-Hop frame) (Fig-
ure 6), which is used to inform the new AR (AR2 in Figure 5) that the MN needs
a HofA (e.g. the MN has delay critical upstream traffic). So the HofA is assigned
only when requested, because in some cases, the MN making the handover might
not have any delay critical upstream traffic to be delivered. The assigning of the
HofA could be possible e.g. for certain Quality of Service (QoS) classes that are
used to transfer time critical data traffic.

The functionality of the FFHMIPv6 method (with the fast upstream han-
dover) and the sequence of packets during the BU process is shown in Figure 7.
When the MN’s BU message arrives at the new AR, the AR checks the HofA re-
quest field and if the value is 1, the AR sends one of the free HofAs in a BACK
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MN AR CR HA CN

Flow CN -> MN

L2
HO

L3
MD BU to HA

Return HofA

Enable upstream

BU to HA

BU to HA

Flow found -> enable downstream

BACK to MN

Enable upstream in MIPv6

Return routability for route optimization

Route optimization -> BU to CN

BACK to MN

Enable downstream in MIPv6

L3 Reg.
Phase

FIGURE 7 Flow chart of the FFHMIPv6 with Fast Upstream

message to the MN to be used for upstream traffic. The BACK message [28]
should indicate (e.g. with the status field) that it contains a HofA in its mobility
options field (Figure 8), and so the MN must wait a BACK message from the HA
(with the same sequence number) before the MN can use the new CoA.

After obtaining the HofA, the MN can send upstream traffic flow via an
IPv6-in-IPv6 tunnel. The MN encapsulates its upstream traffic flow (destination
address: CN address, source address: old CoA) to a packet with destination as
the new AR address and source as the HofA. When the “actual” BACK message

host part of the given HofA (n bits)

reservedtype length

8 bits 8 bits 16 bits

FIGURE 8 Example of Binding Acknowledgment’s mobility option field
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arrives from the HA, the MN starts to use the new CoA that is ensured to be
unique by the DAD process and bound with the MN’s HoA. The new AR releases
the MN’s HofA (places it in a pool of unused HofAs), after a specified timer (life
time of the HofA) has expired.

The operation of the FFHMIPv6 method with the fast upstream addition
was verified by simulation experiments in PXIV and PXV where it is compared
to MIPv6 in Network Simulator 2 (ns2) [53]. The packet loss of CBR UDP traf-
fic during L3 handover was studied for downstream and upstream traffic as a
function of number of mobile nodes per base station, and FFHMIPv6 with fast
upstream addition clearly outperforms MIPv6 in this respect. The obtained band-
width was studied in case of FTP traffic using TCP protocol. In this case the pro-
posed method again outperforms MIPv6, but the difference is small because TCP
regulates the amount of bytes sent according to network capabilities. Also, as BU
delay time is insignificant compared to the total simulation time, it plays only a
small role in impact on FTP bandwidth. With VoIP traffic the ratio of received
data to transmitted data was studied and again FFHMIPv6 with fast upstream
addition outperformed MIPv6

3.3 Discussion of the results

From theoretical and experimental results it can be concluded that FFHMIPv6
performs very well compared to Mobile IPv6. The downstream redirection re-
quires a hierarchically built network to be most effective, but that is the most
popular network topology that exists today. Also, even if Crossover Router is not
found, FFHMIPv6 performs as efficiently as MIPv6. The downstream handover
performance difference compared to HMIPv6 is not that notable, because MAP is
always located in the same domain as the MN, thus probably being more closer
than the HA to a moving host. However, MAP could also be located quite far,
which would linearly increase the overall handover delay. However, the FFH-
MIPv6 does not present a single point of failure, as does the MAP in HMIPv6,
being more robust. FMIPv6 is a quite effective method, providing truly seamless
handovers, but its performance is dependent on anticipation of the handovers,
which is an unwanted feature and makes the system more complex. The fast
upstream extension to the FFHMIPv6 shortens the upstream handover delay sig-
nificantly. The MN does not have to wait for the BACK from the HA, as the
round-trip time to AR is sufficient (depending of the HofA acquiring mode). A
performance improvement to MIPv6 was significant and should be noticed also if
the fast upstream is compared with other methods, such as HMIPv6 or FMIPv6.



4 CONCLUSIONS

Nowadays the pricing of Internet is homogenous for all kinds of users and with
today’s broadband connections the network is becoming more and more con-
gested. By using different service classes for applications that require different
quality and by pricing the usage accordingly Quality of Service requirements can
be met. A node in a network commonly forms a bottleneck as it must deliver
traffic from several sources to several destinations. Several packet scheduling
schemes have been proposed in literature to schedule packets in multiple service
class networks, but these schemes do not consider pricing. In this thesis several
methods for packet scheduling are presented that guarantee delay or bandwidth
for the customers based on some pricing function. The pricing function also gives
optimal weights for a packet scheduler, and that maximizes the service providers
revenue.

Guaranteeing Quality of Service to customers that are mobile and thus chang-
ing the point of attachment to the network is more complicated than in wire line
networks. The future protocol Mobile IPv6 provides good support for mobil-
ity and independence of the technology underneath used for the wireless access.
However, MIPv6 lags in efficiency in handover situations and several methods
for decreasing the handover delay have been proposed in the literature. These,
however, add complexity to the network, and often depend on lower layers i.e.
the underlying technology. This thesis presents a method that is based on the
flow information in routers, is independent of the underlying technology and
needs only little modifications, while providing decreased handover delays for
the downstream traffic. For minimizing the upstream traffic a new address type
that is reserved for handover purposes is proposed. I also propose that when
the network has multiple service classes and the packet scheduling is based on
pricing, the fast handover methods can only be used in class(es) that are used for
delay critical traffic. Other classes then use the basic MIPv6 method.

In future work, several Quality of Service parameters are to be combined
with a suitable pricing function. Also, the simulation studies are to be extended
to investigate packet scheduling and pricing in Mobile IPv6 environment with
the proposed enhancements.
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